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DataCollection Web Services Installation
Installing Internet Information Services (lIS)

To install Internet Information Services (lIS), follow the steps below:

1. Start > Control Panel > Programs and Features

N
@Uv + Control Panel » All Control Panel Items » Programs and Features

Control Panel Home =
Uninstall or change a program

View installed updates To uninstall a program, select it from the list and then click Uninstall, Change, or Repair.
@ Turn Windows features on or

ot Organize ~

Install a program from the -

netwark Mame Publisher
D?-Zipg.m (x4 edition) Igor Paviow
Adobe Flash Player 11 ActiveX Adobe Systems Incorporated
@ Adobe Flash Player 14 Plugin Adobe Systems Incorporated
@Agile.NEl'&l.U SecureTeam Software Ltd.
&+ AMD Catalyst Install Manager Advanced Micro Devices, Inc.
[ AnyMeeting Plug-in AnyMeeting, Inc.
B Astaro S5L VPN Client 1.7
[57] CamStudio
7] CamStudio 2.7.2 CamS5tudic Open Source
[7] CamStudio Lossless Codecvl.5 CamStudio
[2] CamStudic 055 Desktop Recorder CamStudio Open Source Dev Te...
[57] CamStudio version 2.7 CamS5tudio Open Source
ﬁCardetmIE.U.g.o SalesPad, LLC.
[ Cisco Systems VPN Client 5.0.07.0280 Cisco Systems, Inc.
OCitrix Online Launcher Citrix
4, CodeSmith Generator 6.5.3.14838 CodeSmith Tools, LLC
[27 Crystal Reports Basic for Visual Studio 2008 Business Objects
DCrystal Reports Basic Runtime for Visual Studic 2008 (x54) Business Objects
(5] CutePDF Writer 2.8
%Datalﬁollect\on 40013 SalesPad, LLC.
@DataCUllect\Un Console 3.1 SalesPad, LLC.
@DataCollect\on Desktop 3.1 SalesPad, LLC.
DataCoIIect\on Service SalesPad, LLC.

2. Click Turn Windows features on or off. The Windows Features window will appear.
3. Make sure all features under Internet Information Services and Microsoft .NET
Framework are selected.
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4. Click OK to install selected Windows components, including IIS.



5. To access IIS, click the Windows Start button. The Start menu/screen appears. Start
typing internet information services manager in the search field and click the
Internet Information Services (1IS) Manager once it appears.
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Windows Server 2012 Configuration

The following items are the minimum required items for DataCollection Web Service to run
and install properly on Windows Server 2012. To change these settings, open the Server
Manager > Roles and verify Web Server (IIS) is installed. View the following details and
ensure all of the following items are selected on the server.

DESTINATION SERVER

Before you begin Bumbicbee

This wizard helps you install roles, role services, or features. You determine which roles, role services, or
features to install based on the computing needs of your organization, such as sharing documents, or
Installation Type hosting a website,

Server Selection .
To remove roles, role services, or features:
Start the Remove Roles and Features Wizard
Before you continue, verify that the following tasks have been completed:

* The Administrator account has a strong password
* Metwork settings, such as static IP addresses, are configured
* The most current security updates from Windows Update are installed

If you must verify that any of the preceding prerequisites have been completed, close the wizard,
complete the steps, and then run the wizard again.

To continue, click Next.

[] Skip this page by default

< Previous | | Next = |




DESTINATION SERVER

Select server roles s

Before You Begin | Select one or more roles to install on the selected server.

Installation Type Roles Description

4 =

Web Server (Installed)

4 [W] Common HTTP Features (Installed)
Default Document (Installed)

Server Selection

B

Web Server (lIS) provides a reliable, manageable,
and scalable Web application infrastructure.

Directory Browsing (Installed)
HTTP Errors (Installed)
Static Content (Installed)
[ HTTP Redirection
[ WebDAV Publishing
4 [H] Health and Diagnostics (Installed)
HTTP Logging (Installed)
[] Custom Logging
[ Legging Tools
[[] ODBC Logging
Request Manitor (Installed)
[ Tracing
4 [H] Performance (Installed)
[ Static Content Compression
Dynamic Content Compression (Installed)
4 [H] Security (Installed)
Request Filtering (Installed)
[ Basic Authentication
[[] Centralized S5L Certificate Suppart
[ Client Certificate Mapping Authentication
[] Digest Authentication
[ 115 Client Certificate Mapping Authentication
[1 1P and Domain Restrictions
[1 URL Authorization
[] Windows Authentication
4 [H] Application Development (Installed)
.NET Extensibility 3.5 (Installed)
NET Extensibility 4.5 (Installed)
Application Initialization (Installed)
[v] ASP {Installed)
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install | [ Cancel




DESTINATION SERVER

Select server roles s

Before You Begin Select one or more roles to install on the selected server.

Installation Type Roles Description

Server Selection

Web Server (lIS) provides a reliable, manageable,
and scalable Web application infrastructure.

|w| Request Filtering (Installed)
[ Basic Authentication
Featuras [ Centralized SSL Certificate Support
a matio [ Client Certificate Mapping Authentication
[ Digest Authentication
[] 115 Client Certificate Mapping Authentication
[1 1P and Domain Restrictions
[1 URL Authorization
[] Windows Authentication
4 [H] Application Development (Installed)
NET Extensibility 3.5 (Installed)
NET Extensibility 4.5 (Installed)
Application Initialization (Installed)
ASP (Installed)
ASP.NET 2.5 (Installed)
ASP.NET 4.5 (Installed)
[ cal
ISAPI Extensions (Installed) -
ISAPI Filters (Installed)
[ Server Side Includes
[] WebSocket Protocol
b [ FTP Server
115 Hostable Web Core (Installed)
a Management Tools {Installed)
115 Management Conscle (Installed)
4 1S 6 Management Compatibility {Installed) | :
1S & Metabase Compatibility {Installed)

IS 6 Management Console (Installed)

[>

IS & Scripting Tools (Installed)
115 & WMI Compatibility (Installed)
115 Management Scripts and Tools (Installed)
Management Service (Installed)
[1 Windows Deployment Services
] Windows Server Update Services

<

<Previous | [ Next> |

install | [ Cancel




Select features

Before You Begin
Installation Type

Server Selection

Server Rolas

Select one or more features to install on the selected server.

Features

4 LNET Framework 3.5 Features (Installed)|

HTTP Actwvation (Installed)
Mon-HTTP Activation (Installed)

4 .NET Framework 4.5 Features (Installed)
.NET Framework 4.5 (Installed)
ASP.NET 4.5 (Installed)

4 [H] WCF Services (Installed)
HTTP Activation {Installed)
[[] Message Queuing (MSMQ) Activation
[1 Named Pipe Activation
[ TCP Activation
TCP Port Sharing (Installed)
[ Background Intelligent Transfer Service (BITS)
[] BitLocker Drive Encryption
[ BitLocker Netwark Unlock
[] BranchCache
[ Client for NFS
[ Data Center Bridging
[] Enhanced Storage
[] Failover Clustering
[] Group Policy Management
[1 Ink and Handwriting Services
[] Internet Printing Client
[ Ip Address Management (IPAM) Server
[] i8NS Server service
] LPR Port Manitar
O Management OData |IS Extension
[] Media Foundation
b [] Message Queuing
[] Multipath 170
[] Network Load Balancing
[[] Peer Name Resolutian Protacal
["1 Quality Windows Audio Video Experience

NET Framework 2.5 (includes .NET 2.0 and 3.0) (Installed)

| >

v

DESTINATION SERVER
Bumblebes

Description

NET Framework 3.5 combines the power of

the .NET Framework 2.0 APls with new
technologies for building applications that offer
appealing user interfaces, protect your customers’
personal identity information, enable seamless and
secure communication, and provide the ability to
model a range of business processes.

[<previous | [ Net> | [ instal | [ camcel |

After you have selected all necessary roles and features, click the Next button to confirm

your selection. Click the Install button to install selected roles and features on your server.

Installing DataCollection Web Service

To install DataCollection Service on your computer/server follow these steps:

1. Find the DataCollection Service installer file and double click it.

2. The DataCollection Service wizard will appear. Click the Next button to continue.




Welcome to the DataCollection Service
Setup Wizard

12545678

The Setup Wizard will install DataCollection Service on your
computer, Click Next to continue or Cancel to exit the Setup
Wizard.

N s T

. Accept the licensing agreement and click Next to continue.

End-User License Agreement ”l
Please read the following license agreement carefully

13345808

Software End User License Agreement =

PLEASE READ THIS SOFTWARE LICENSE AGREEMENT CAREFULLY
BEFORE DOWNLOADING OR USING THE SOFTWARE.

BY CLICKING ON THE "l AGREE" BUTTOM, OPENING THE PACKAGE,
DOWNLOADING THE PRODUCT, OR USING THE EQUIPMEMNT THAT
COMNTAINS THIS PRODUCT, YOU ARE CONSENTING TO BE BOUND BY

-

[¥]1 accept the terms in the License Agreement

et | [ s [ Nt | [ Cancel

4. Next page in the wizard allows you to change the directory to which DataCollection

service will be installed. SalesPad recommends accepting the default directory. Click
Next to accept your changes and continue.



13! DataCollection Service Setup = B |3
Destination Folder
Click Mext to install to the default folder or dick Change to choose another.

Install DataCollection Service to:

IC:‘l.inemub‘l,wwwruut\DaECuIIecﬁunServic&\]

Back ]i Mext ] [ Cancel ]

5. The Web.Config Setup page allows customization of the web.config file (default
location is C:\inetpub\wwwroot\DataCollectionService\web.config). Enter the name or
IP address of the SQL Server that hosts the GP database in the database server field.
Enter the name of the database in the database name field. Service name by default
is DataCollection Service, but you may change it if you wish. Service Login is used for
logging purposes and can be left as is.

ﬁ‘ Web.Config Setup

Web.Config Setup

Setup the connection string and service information in the Web, Config file.

Database server name or IP

[
Database name

Two
Service Mame

|DataCollection Service
Service Login

|salesPad

[ Back ][ Mext ] [ Cancel

6. The IIS Setup page allows customization of the website that will run the



DataCollection Service.

1. DataCollection Service is the default website name, but this can be changed if

desired (note that the folder name from step 4 will NOT change with the

website name and will have to be updated manually).

2. Default website port is 5501 and should only be changed if another

application is using it.

3. DataCollection Service uses custom application pool identity by default,

although this can be changed manually later on. The credentials should have

Windows and SQL Server administrator rights.

1. App Pool Username - Windows username with administrator privileges

2. App Pool Password - Windows username password

3. App Pool Domain - Windows domain to which app pool username

belongs to

ﬁ IS Setup

IS Setup
Setup the IIS Website,

Website Name

|bataCollection Service
Website Port

|5501
App Pool UserMame

liohn.doe
App Pool Passwaord

[esnsanss
App Pool Domain

|default.lan

[

Back H Mext ] [ Cancel ]

7. Click Next and the installation wizard will install the DataCollection Service. Click

Finish to exit the installer.




Completed the DataCollection Service
Setup Wizard

12545678

Click the Finish button to exit the Setup Wizard.

DataCollection Web Service Installation Check

Note: This section is optional. You may complete the installation of the DataCollection
Service without running the installation check in this section. SalesPad advises referring to
this section only for troubleshooting purposes.

To perform a DC service check:

1. Using your Internet web browser navigate to http://localhost:5501/, replacing
localhost with the IP address of the computer/server that is hosting the DC service. If
you changed the port number during the installation, replace 5501 with the modified
port number. You should be greeted with the MobileCommunicationService page and
you may safely conclude that Internet Information Services (lIS) is working properly
and that DataCollection Service is responding successfully to authentication
requests.

& @ & http://localhost:5501/ P~ B & || & MobileCommunicationSer... *

MobileCommunicationService Service

You have created a service.

To test this service, you will need to create a client and use it to call the service. You can do this using the svcutil.exe tool from the command line with the following syntax:

svcutil.exe http://localhost:5501/DataCollectionWebSer svelwsdl

You can also access the service description as a single file:

http://localhost:5501/DataCollectionWebService.svc?singleWsdl

This will generate a configuration file and a code file that contains the client class. Add the two files to your client application and use the generated client class to call the Service. For example:

2. Another way to check if DC service is set up and running is straight from the IIS
Manager. Open up Internet Information Service (1IS) Manager, right click
DataCollection Service website (name may be different depending on previous
setup), Manage Web Site > Browse. This option will open up a web browser and
automatically go to http://localhost:5501/. You should see the



MobileCommunicationService page if the request has been successful.

'qf] Internet Information Services (I5) Manager

@@ (@ » SINISA-PC » Sites » DataCollectionServiceMultibin »

File  View Help
Connections . .
> “ DataCollectionServict

4 -85 SINISA-PC (SP\sinisarm)

: Filter: ~ @#Go - §
é:* Application Pools i 5
4.@)| Sites ASP.MET
[ ,@. DataCollection Service = @ i
: i P LI
» 4 Default Web Site % N
[.> 1.@ DataCollectinnServicebdultihin | MET MET MET Error
L Explore uthorizat.. Compilation Pages
Edit Permissions... s
2 Add Application.. © 55!) @
ad  AddVirtual Directory... ASP Authentic.. Compression
Edit Bindings...
| Manage Web Site 3 | 2 Restart
i3 Refresh Start
K Remove B Stop
E’ Install Application From Gallery | Browse
Deploy » Advanced Settings...
Rename
{2 Switch to Content View

DataCollection Web Services

Modifying Database Connection

Configuration

String

DataCollection Service installer will configure the DC service for you, including which SQL
Server and database to use. However, sometimes it is necessary to change these values

later on. Two reasons you may want to modify the web.config file are:

e You need to change the SQL Server or the database to which DC service is

connecting.

¢ You do not wish to use custom application pool identity and would rather specify

username and password directly.

Changing SQL Server and Database

Modifying the web.config file is easy! Follow these steps:

1. In the virtual folder where DC service was installed (default is

C:\inetpub\wwwroot\DataCollectionService), locate the web.config file.



@Ov| . » Computer » Local Disk (C:) » inetpub » wwwroot » DataCollectionService »

Organize » oo Open » Burn MNew folder
S Favorites Name ’ Date modified Type Size
ji dev .. bin 9/3/2014 8:22 AM File folder
B Desktop #] DataCollectionWebService.sve 8/27/2014 2:36 PM WCF Web Service 1KB
& Downloads 4] Global.asax 8/27/2014 236 PM  ASP.NET Server A... 2KB
15| Recent Places | 3 Web.Config 9/3/2014 8:20 AM XML Configuratic... 3KB

M Com puter

[ Google Drive

4 Libraries
@ Documents

ab Music
Right click on it and select the Edit option, then select an editor such as Notepad to

edit the file. Make sure you do not select the option to always use this program to
open this file type.

[ Cinetp fig - Netepad++
File Edit Search View Encoding Language Settings Macro Run Plugins Window 7
lehEB R 4hD e ekl s EREIEDEHEEDEEIEEY

5l Web Corfig |

<?xml ve

"1.0" encoding="UTF-8"2>

oganet” type="System.Configuration.IgnoreSectionHandler"/>

<c
5 i </cenfigSections
€ [ <appSectings>
7 %888 xey="connectionstring" value="server=(LOCAL) ;database=TWO;trusted connection=true;Application Name=DataCollection Service.gyg'lB
<add key="username" value="SalesPad"/>
2 | </appSettings>
0 E <log4net>

tmessagednewline"/>
e [tthread] $-Slevel ilogger [fpropercy{NDC}] - imessagetnewline” />-->
</layout>
</appender>
<root>
<level value="DEBUG"/>
<!-—<appender-ref ref="FileAppender”/>-—>

</zoot>
[ <¢/loginer>

2. Find the connection string section and replace the default server and database with

values specific to your GP company.
3. Save your changes and close.

Changing App Pool Identity

If you do NOT wish to use custom application pool identity that was set up by the installer:

1. In the virtual folder where DC service was installed, locate the web.config file. Right
click on it and select the Edit option, then select an editor such as Notepad to edit
the file. Make sure you do not select the option to always use this program to open
this file type.

Find the connection string section and set trusted_connection option to False.

3. Add user and password options right after the trusted_connection and specify
username and password that are used to log in to the SQL Server. Note that these
credentials are NOT username and password set in DataCollection, but rather SQL
Server login credentials.

4. Save your changes and close.

5. Open the Internet Information Services (1IS) Manager and select Application Pools on
the left-hand side.



& Internet Information Services (IIS) Manager

% [ » SNISA-pC » Application Pools

File View Help

Connections
~ @gg Application Pools
494 SINISA-PC (sPsinisam) ‘This page lets you view and manage the list of application pools on the server. Application poals are associated with worker processes, contsin one or more applications, and provide isolation
(2 Application Pools
4 [@] Sites Filter: - (6o - (FyShow All | Group by: No Grouping -
b g g:fﬂ;i:”;éw“ Name = Status  NET Fram.. Managed Pipel... Identity Applications
rAsPNETLL Started VL1 Classic ApplicationPoolldentity 0
LYASP.NET w0 Started  v20 Integrated ApplicationPoolldentity 1
LI ASP.NET u0 Classic Started w0 Classic ApplicationPoolldentity 0
L[ASPNET VA0 Integrated Started v Integrated ApplicationPoolldentity 2
L Classic NET AppPool Started w0 Classic ApplicationPoolldentity 0
{44 DataCollection Service Started 4.0 Integrated sp.Jan\sinisam 1 i
L DefaultAppPool Started  v20 Integrated ApplicationPoolldentity 2

6. Select DataCollection Service app pool from the list on the right, right-click, and
select Advanced Settings

- Internet Information Services (IIS) Manager
) g2
@ ) [ » snisapC » Application Pools

File View Help

2 @é’ Application Pools
49 SINISA-PC (SP\sinisam) This page lets you view and manage the list of application poals on the server, Application pools are associated with worker pracesses, contain one or more app
£ Application Pools
a5 Sites Filter: - (6o -G ShewAll | Groupby: No Grouping -
4 g g:ﬁ:ﬁ.ﬁ‘\‘jﬂfm Name = Ststus  .NETFram.. Managed Pipel.. Identity Applications
IASP.NET11 Started w1 Classic ApplicationPoolldentity 0
I ASPNET w0 Started 20 Integrated ApplicationPoolldentity 1
ASP.NET v4.0 Classic Started w0 Classic ApplicationPoslidentity 0
L} ASP.NET V4.0 Integrated Started w40 Integrated ApplicationPoolldentity 2
) Classic NET AppPool Storted w0 Classic ApplicationPoolldentity 0
5 == T Tntegrated “pianvainizam T ]
2 Add Application Pocl... Integrated ApplicstionPoolldentity 2
Set Application Pool Defaufts...
Start
B Stop
2 Regyclen.
[E]  Basic Settings.
Recycling...
Advanced Seffings...
Rename
¥ Remove

View Applications

@ Help

Online Help

7. Advanced Settings window will open. Select the Identity option under the Process
Model heading and click the ellipsis (...) button on the right.



Advanced Settings ==
B (General) B
.NET Framework Version v4.0
Enable 32-Bit Applications True
Managed Pipeline Mode Integrated
Name DataCollection Service
Queue Length 1000
Start Automatically True
= CPU
Limit 0
Limit Action NoAction
Limit Interval (minutes) 5
Processor Affinity Enabled False £
Processor Affinity Mask 4294967295
E Process Model
Identity sp.Jan\sinisam
Idle Time-out (minutes) 20
Load User Prefile True
Maximum Worker Processes 1
Ping Enabled True
Ping Maximum Response Time (seconds) 90
Ping Period (seconds) 30
Shutdown Time Limit (seconds) Q0 L
Startup Time Limit {secends) 90
Bl Process Orphaning
Enabled False
Executable
Executable Parameters
Bl Rapid-Fail Protection
“Service Unavailable” Response Type HetplLevel
Enabled True
Failure Interval (minutes) 5 -
-NET Framework Version
[managedRuntimeVersion] Configures the application pool to load a specific version of the .NET Framework. Selecting "No Managed Code” will cause all ASP.NET requests to fail.

8. “Application Pool Identity” window will open. Select the Built-in account radio
button and select ApplicationPoolldentity option from the dropdown.

[ Application Pool Identity @

@ Built-in account:

-

ApplicationPoolldentity - ]

(71 Custom account:

sp.lan‘sinisarm Cal

| ok || Cance

9. Click OK to accept your changes and click OK again to close the Advanced Settings
window. Restart the app pool by right-clicking on it, selecting Stop, then selecting
Start.

Creating Multiple Companies

DataCollection Service installer will install and configure one DC service connecting to one
GP company database. Running the installer again will give you an option to repair or
uninstall the existing DC service, but you will NOT be able to install another instance of it.

Adding a second GP company database to DC service has to be done manually:

1. In the IIS root folder (default is C:\inetpub\wwwroot), select the DataCollectionService
folder, right-click and select Copy. Right-click again anywhere in the wwwroot folder



and click Paste. A copy of the DataCollectionService will be created.

QU

| .. » Computer » Local Disk () » inetpub » wwwroot »

Organize * 4l Open Include in library Share with Burn MNew folder
< Favorites MName Date modified Type Size
I dev |, aspnet_client 5/7/201210:28 AM  File folder
Bl Desktop . DataCollection.Websvc 6/16/2014 9:09 AM  File folder
& Downloads | | DataCollecti PP ——
CEy e Open T —— .
il Recent Places € iisstart.htm ] HTML Do... 1KB
% Computer W& welcome.pn A I ge 181 KB
& Google Drive SkyDrive Pro "
1-Zip 3
4 Libraries [ Scan with System Center Endpoint Protection...
=
) Documents Share with r
JW Music
i P> i L3
|&= Pictures ) HritiigEs
Restore previous versions
& iZie v
18 Computer Include in library v
&, Local Disk (C:) 2 Unlocker
- MOT (G2 o "
o Removable Disk (H:) endio
Cut
ej Metwork Copy
Create shortcut
Delete
Rename
Properties

At this time it is a good idea to rename the folder to something more meaningful,
such as DataCollectionServiceMultibin, DataCollectionService2, or
DataCollectionServiceTest.

G

I » Computer » Local Disk (C:) » inetpub » wwwroot »

Organize » 4l Open Include in library = Share with » Burn MNew folder
<& Favorites Name ° Date modified Type Size
I dev |, aspnet_client 5/7/201210:28 AM  File folder
Bl Desktop .. DataCollection.Websvc 6/16/2014 9:09 AM  File folder
4 Downloads .. DataCollectionService File folder
2] Recent Places .. DataCollectionServiceMultibin File folder
% Computer € iisstart.htm Chrome HTML Do... 1KB
% Google Drive |Ba| welcome.png 5/1/20123:12 PM PHNG image 181 KB
4 Libraries
@ Documents
J’ Music
[ Pictures

78 Computer
&L Local Disk (C)
- MOT (G3)
= Removable Disk (H:)

ej Metwork

2. Open the Internet Information Services (1IS) Manager, right-click on Sites and select
Add Web Site



w |° b SIMISA-PC » Sites » DataCollection Service »

File  View Help

M |

4 -85 SINISA-PC (SP\sinisarn)
|5} Application Pools

4 {8 Sit
@)

Add Web Site...

b B

Refresh

Add Web Site From Gallery

5 ® B @]

Switch to Content View

0 DataCollection Service H

Filter: - Bl Go - (g She
ASP.NET
1= 4 ] f
3 S |
MNET MNET MET Error A

Authorizat.. Compilation Pages Glob:

s

£ & 9

ASP Authentic.., Compression  Ds

Doc
Management
Configurat... Web
Editor Platfor...

3. “Add Web Site” window will open. Enter a site name (application pool will be created

automatically) and for physical path select the folder from step 1. Enter a port

number (for example, 5502). Click OK to create the website.



Add Web Site

Site name:

Physical path:

DataCollectionServiceMultibin

Content Directory

Pass-through authentication

’Qonnect aS.. ] ’Test Settings...

Binding
Type

’ http

IP address:

All Unassigned

Chinetpubiwwwroot\DataCollectionServiceMultibin

Host name:
|

Start Web site immediately

Example: www.contoso.com or marketing.contoso.com

DataCollectionSenviceMultibin

(]

-

5502

0K

||

Cancel

4. A new app pool will automatically be created with the website, but it needs to be
configured correctly. Select Application Pools on the left-hand side, select the

newly created app pool on the right, right-click and select Advanced Settings.

& Internet Information Services (IIS) Manager

@ () [@ SMEAPC » Application Pooks
File View Help

‘Connections
]

493 SINISA-PC (SP\sinisam)
L2 Application Pools
a-[8] Sites
» € DataCollection Service
» @3 Defautt Web Site
» € DataCollectionServiceMultibin

qgl Application Pools

This page lets you view and manage th

Filter: - @ Go

Name

(PASP.INETLL

[P ASP.NET w40
LEFASP.NET 4.0 Classic

E} ASP.NET V.0 Integrated

L Classic .NET AppPeol

2 DataCollection Service

L2 DatzCollectionServiceMultibin
22 DefaultAppPool

Advanced Settings ==
B (General) -
NET Framework Version w0 I
Enable 32-Bit Applications True
Managed Pipeline Mode Integrated
Name DataCollectionServiceMultibin
Queue Length 1000 =
Start Automatically True
8 cPu
Limit 0
Limit Action NoAction
Limit Interval (minutes) H
Processor Affinity Enabled False
Processor Affinity Mask 4294967295
B Process Model
|1dentity ApplicationPoolldentity |
Idle Time-out (minutes) 0
Load User Profile True
Maximum Worker Processes 1
Ping Enabled True
Ping Maximum Response Time (seconds) %
Ping Period (seconds) E'l |
PR TS e oo

Identity

lidentityType, usemame, passward] Configures the application pool to run as built-in account, i.e. Application Pool
Identity (recommended), Network Service, Local System, Local Service, or a< a specific user identity.

5. On the “Advanced Settings” window make sure .NET Framework Version is set to 4.0,
Enable 32-Bit Applications is set to True, and Identity is set to either

ApplicationPoolldentity or custom identity. Click OK to accept your changes and

close the window.




6. Select the DataCollection website under Sites and double-click the Default Document

icon under IIS section.

cﬂ Internet Information Services (IS) Manager
A~

|@ b SINISA-PC » Sites » DataCollectionServiceMultibin »

&
File  View Help
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. With DataCollection website still selected, click Add on the right-hand side.
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8. Enter DataCollectionWebService.svc into the text field and click OK to add the

default document.

9. You are done! Test the new DC service by right clicking the website, Manage Web

Site > Browse. You should be greeted with a MobileCommunicationService page.

Web Service Logging

You may enable logging for web services for troubleshooting purposes. Logging is turned off
by default. SalesPad recommends leaving the logging feature set to the default setting
unless you are instructed to enable it by SalesPad personnel.

The file tag inside the log4net section of the web.config file determines the path and file
that will be used to write all logging output. The default output setting is C:\temp\log-file.txt



</appfettings>
<logdnets
<appender nawe="FileAppender" type="loginet.Appender.FilelAppender":>
<file wvalue="c:\tempiloy-file.txt"/>
<appendToFile valus="true"/>
<lockingModel type="logd4net.Appender.FileAppender+MinimalLock"/>
<layout type="log4net.Layout.PatternLayout":>
<conversionPattern value="%date #%logger %messageinewline"/>
<!-—<conversionPactern value="sdate [%thread] %-5level %logger [¥propercyi{NDCH] - Swessagesnewline™ />—-»
</ layouc>
</appender:>
<rootr
<level value="DEBUG"/:>
<!-—<appender-ref ref="Filelppendsr”/>-->
</root>
</ logdnet>

To enable logging for DataCollection Service simply open the web.config file in a text editor,
such as Notepad, uncomment the two commented out sections in the log4net tag, and save
the changes.

Configuring the Inventory Manager Service to Use an SSL Certificate
Users can secure the Inventory Manager service with an SSL Certificate by setting up an
“https” type binding for the service in IIS and selecting a certificate. In order for the
handheld app to successfully connect to the secured service, users must make a
modification to the service’s Web.config file. Users can find the Web.config file by right-
clicking the mobile service in IS and choosing Explore. Once there, the line “” must be
deleted or commented out, and the 3 lines directly below it starting with “” must be
uncommented out by deleting the “” at the end.

56 = <bindingsi>

57 = <basicHttpBinding>

58 = <binding name="CnstomBasicAnth" maxReceivedMezszageS5ize="214T483647">
53 <l——<security mode="Hone" />—->

&0 = <security mode ="Transport">

6l <transport clientCredentiallype="Hone"/>
62 </zecuricy>

63 </binding>

64 </basicHttpBinding>

65 </bindings>

6& = <behaviors>

Configuring 1IS To Run 32-bit Applications On 64-bit Windows (IIS 6.0)

Note from Microsoft: Windows Server 2003TM, Service Pack 1 enables IIS 6.0 to run 32-
bit Web applications on 64-bit Windows using the Windows-32-on-Windows-64 (WOW64)
compatibility layer. IS 6.0 using WOW®64 is intended to run 32-bit personal productivity
applications needed by software developers and administrators, including 32-bit Internet
Information Services (IIS) Web applications.

To enable IIS 6.0 to run 32-bit applications on 64-bit Windows:

1. Open a Command Prompt and navigate to the %systemdrive%\inetpub\AdminScripts
directory.

2. Type the following command: cscript.exe adsutil.vbs set
W3SVC/AppPools/Enable32BitAppOnWin64 “true”

3. Press Enter.




.NET Compact Framework Installation

DataCollection Mobile requires a constant connection to a wireless network, which will need
to be configured and connected prior to installing DataCollection Mobile software. DC Mobile
requires at least .NET CF 3.5.

If you currently have the latest version of CF installed on your mobile device, skip down to
the DataCollection Mobile Installation (CF version can be checked by tapping the
\Windows\cgacutil file).

To install .NET CF 3.5 on your mobile computer:

1. Copy the “CAB installer” file to your mobile computer

1. Connect your mobile computer’s cradle to your PC.
Note: Depending on your version of Microsoft Windows and the brand and
model of your mobile computer, you may need to install device drivers to
establish communication between your mobile computer and your PC. Most
devices have plug-and-play capabilities and will automatically install any
device drivers needed. If your mobile computer cannot connect to your PC or
you do not own a cradle, please contact your handheld’s manufacturer for
assistance regarding transferring files to your device. You may also use
freeware utilities such as Microsoft ActiveSync, Windows Mobile Device
Center, and MyMobiler to manage your connection.

2. Onyour PC, navigate to Start > My Computer.

3. Find your portable device under the list for Portable Devices.
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4. Double click on your portable device and navigate to its root drive.
5. Copy and paste the CAB installer file to the root of the drive.
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2. To install Microsoft .NET CF 3.5, complete the following steps:

1. On your mobile computer, tap the Start button then select the Programs
option.

2. Find the File Explorer option and double tap on it.

3. Find the CAB file that you copied to this directory.

4. Double tap the CAB file to initiate the setup process.

DataCollection Mobile Installation
To install DataCollection Mobile on your mobile computer please follow the instructions
below:

1. If you are not upgrading your version of DataCollection Mobile, skip step 2.
2. Remove the current version of DataCollection Mobile by completing the following
steps:
1. Tap the Start button then select the Programs option.
2. Find the Remove Programs option and double tap on it.
3. The “Remove Programs” screen appears. Select SalesPad DataCollection from
the list and tap the Remove button.
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4. Select Yes when the confirmation screen appears.

5. Tap the OK button when the ‘Uninstall Complete’ screen appears.

6. Tap the OK button again to exit the Remove Programs screen.

7. Tap the X button to close the Settings screen and return to the desktop.
3. Copy the CAB installer file to your mobile computer.

1. Connect your mobile computer’s cradle to your PC.

2. Onyour PC, navigate to Start > My Computer.

3. Find your portable device under the list for Portable Devices.

4. Double click on your portable device and navigate to its root drive.

5. Copy and paste the CAB installer file to the root of the drive.
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4. To install DataCollection Mobile complete the following steps:



1. On your mobile computer, tap the Start button then select the Programs
option
2. Find the File Explorer option and double tap on it.
3. Find the CAB file you copied previously.
4. Double tap the CAB file to initiate the setup process.
5. Using File Explorer, navigate to Program Files > DataCollection and double tap on
the DataCollection program to launch it.
6. The “DataCollection” sign on screen appears. If no web service connections exist you
will be automatically routed to the setup screen where you can enter your
connection information.

DataCollection Mobile Configuration

To set up DataCollection Mobile:

1. From the DataCollection sign on screen, tap on the Settings button. The Settings
screen appears.

#} | DataCollection

'} settings

Connectionkame;
|GP2013-TWO

Enter narne of the connection

CataCallection Server.
|10.23.1.51:5501/SalesPad DataCallectio |
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2. Tap on the + button and enter a connection name.

3. In the DataCollection Server text box, enter the IP address of the server running the
Data Collection service followed by the port number (default is 5501).

4. For service type select either Windows, IIS, or custom:

1. Selecting the Windows radio button tells DC to automatically append the
default suffix to the server URL for this connection type. Select this option if
you are running DC service from the DC Console.

2. Selecting the IIS radio button tells DC not to append a suffix to the server URL
for this connection type. Select this option if you are running DC service from



a website hosted on IIS.

3. Selecting the Custom radio button tells DC not to modify the server URL in
any way. Select custom if you have modified the service URL and it now
differs from the default one.

5. Tap the Save button. Tap the OK button to exit the Settings screen and return to the
sign on screen.



